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ARDAHAN UNIVERSITESI
KURUMSAL VERI VE BiLGI YONETIM YONERGESI

BIRINCI BOLUM
Baslangi¢c HukUmleri

Amagc

MADDE 1- (1) Bu Yénergenin amaci, Ardahan Universitesinde biitiinciil bir yaklagimla
kurumsal veri yonetimini olusturmak, egitim-6gretim, arastirma, toplumsal katki ve
surdurdlebilirlik temel alanlarinda ve diger akademik ve yonetimsel faaliyetlerde veriye dayali
karar alma siireclerini giiclendirmek ve veri odakli stratejik yonetimi saglamaya yardimeci
olmaktir.

Kapsam

MADDE 2- (1) Bu Yé&nerge, Ardahan Universitesinin egitim-6gretim, bilimsel arastirma,
arastirma-gelistirme, toplumsal katki, stirdurtlebilirlik ve liderlik, kurumsal yonetisim ve kalite
temel alanlarinda ve kapsama girmeyen diger alanlarda planlama, uygulama ve operasyonel
faaliyetleri yiiriitme, kontrol etme ve denetleme asamalarinda iiretilen verilerin yonetilmesine
iliskin temel politika, ilke rol ve sorumluluklari, veri yonetim dongusu igerisinde kurumsal veri
yOnetiminin unsurlarini ve kurumsal veri ve bilgi yonetimine iliskin kalite standartlar1 ve risk
yonetimini kapsamaktadir.

Dayanak

MADDE 3- (1) Bu Yénerge, On Ikinci Kalkinma Planinda (2024-2028) yer alan Ulusal
Veri Stratejisi ve Ardahan Universitesi Bilgi Islem Daire Bagkanhigi Y®nergelerine
dayanilarak hazirlanmistir.

Tanimlar

MADDE 4- (1) Bu Yonergede gecen;

a) Bilgi islem Daire Bagkanlhgi: Ardahan Universitesi Bilgi islem Daire Bagkanligin,

b) Hassas veri: Yasal ya da kurumsal nedenlerden dolay1 ya da etik sebeple 6zel bir
yetkilendirme olmadan erisilemeyen, ya da yalnizca sinirhi girise izin verilebilen veri
unsurlarini, Kisisel Verileri Koruma Kanunu (KVKK) kapsaminda yer alan kisisel verileri, 6zel
nitelikli kisisel verileri ve hasta verileri ile diger yasalarla, etik yoniinden ya da idari yonden
siirlama gerektiren verileri,

¢) Kamusal veri: Kamuya agiklanmasi1 Universitenin itibari, kaynaklari, hizmetleri veya
bireyleri i¢in ¢ok az risk olusturan veya hi¢ risk olusturmayan; anonim haline getirilmemis
kisisel veriler, 6zel nitelikli kisisel veriler, 6zel/gizli veriler ve hassas veriler disinda kalan
verileri,

¢) Kisisel veri: Kimligi belirli veya belirlenebilir gergek kisiye iligkin dogrudan ya da
dolayl1 her tiirlii veriyi,

d) Kurumsal veri: Universitenin planlama, yonetme, faaliyet yiriitme, kontrol etme veya
denetim faaliyetlerinde dogrudan ya da dolayli olarak ilgili olan, iirettigi, sahibi oldugu,
sakladigy, isledigi ya da paylastig1 veriyi,

e) Ozel nitelikli kisisel veri: Kisilerin 1rki, etnik kdkeni, siyasi diisiincesi, felsefi inanci,
dini, mezhebi veya diger inanglari, kilik ve kiyafeti, dernek, vakif'ya da sendika tiyeligi, sagligi,
cinsel hayati, ceza mahk{miyeti ve guvenlik tedbirleriyle ilgili verileri ile biometrik ve genetik
verileri ve Ogrenildigi takdirde ilgili kisinin magdur olabilmesine veya ayrimcilia maruz
kalabilmesine neden olabilecek diger verileri,



f) Ozel/gizli veri: Yalnizca Universitenin ilgili ¢alisanlar1 tarafindan resmi gorevleri
dogrultusunda gerekli oldugunda erisilebilen verileri,

g) Universite: Ardahan Universitesini,

g) Universite ekosistemi: Universitede 6gretim elemani, personel, dgrenci, goniillii,
stajyer, ziyaretci, Universite tarafindan saglanan hizmetler karsihiginda herhangi bir 6deme
yapilmasina bakilmaksizin mal, hizmet ya da yapim isleri tedarikgisi, dis paydas ve ilgili diger
kisi ya da kurumu,

h) Veri: Belirli bir baglamda anlam tasiyan, g6zlemler, élglimler veya arastirmalar sonucu
ya da yoOnetim bilgi sistemleri ve sosyal medya yoluyla elde edilen ve analiz edildiginde,
yorumlandiginda veya organize edildiginde bilgiye doniisebilen nicel ya da niteliksel olarak
ifade edilebilen anlamli veri elemanlarindan olusan bilgi pargasini,

1) Veri anonimlestirme: Verilerin veriyi tanimlayan kisisel verilerle ya da hassas verilerle
iliskilendirilemeyecek duruma getirilmesini,

1) Veri elemani: Kendi bagina anlam tasiyan ve verinin alt unsurunu olusturan 1rk, cinsiyet
ve lokasyon gibi temel bilgiyi,

J) Veri kalitesi: Verilerin tanimlanmasi, dogrulugu, tutarliligi, entegrasyonu, analizi ve
raporlanmasi gibi unsurlarin siirekli izlenmesi ve iyilestirilmesini,

k) Veri kaynagi: Veri tablosunda, veri nesnesinde veya baska bir depolama bigiminde
bilgilerin depolandig: fiziksel veya dijital yeri,

[) Veri seti: Belirli bir hedef ya da gosterge i¢in veya birim tarafindan kullanilmak tizere,
organize edilmis verilerin birlesimini,

m) Veri sizintist: Verilerin yasal ve kurumsal diizenlemelere aykiri olarak bilincli ya da
bilingsiz sekilde degisik yontemlerle ifsa edilmesini ya da yetkisiz kisiler tarafindan ele
gecirilmesini,

n) Veri sozligii: Verilere iliskin st verilerin tanimlandigi, veri setlerinin ve verilerin
kiinyesinin yer aldig1 belgeyi,

0) Veri tabani: Genellikle bir bilgisayar sisteminde elektronik olarak depolanan
yapilandirilmis bilgilerin ya da verilerin koleksiyonunu,

0) Veri yasam dongilisli: Verinin tanimlanmasi/olusturulmasindan, yok edilmesine kadar
kullanimini igeren dongliyt,

p) Veri yonetimi: Kurumsal verilerin giivenli bir sekilde toplanmasi, saklanmasi ve
kullanilmasini igeren uygulama siirecini,

ifade eder.

IKINCi BOLUM
Veri Yonetiminde Esas, Temel Politika ve ilkeler

Esaslar

MADDE 5- (1) Verinin yasam dOnguisu igerisinde yonetilmesi, bilgiye donistiiriilmesi ve
bilginin paylasilmasinda asagidaki diizenlemeler esas alinir:

a) Kisisel Verileri Koruma Kanunu.

b) Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda
Y 6netmelik.

¢) Ardahan Universitesi Kisisel Verileri Koruma Komisyonu Y 6nergesi.

¢) Ardahan Universitesi Bilgi Giivenligi Yonetim Sistemi Politikalari.

1) Ek-1:Veri Y0Onetim Rolleri ve Veri Seti Matrisi

2) Ek-2:Veri Yonetim Rolleri ve Sorumluluklart.

(2) Bu diizenlemelerin yani sira ulusal diizeydeki yasal diizenlemeler ve bu diizenlemeler
dogrultusunda ya da miinhasiran Universite Yonetim Kurulu ve/veya Universite Senatosu
tarafindan yiiriirliige konulacak yeni diizenlemeler ¢aligmalarda dikkate alinir.



Temel Politika ve ilkeler

MADDE 6- (1) Veri yonetiminde temel politika ve ilkeler sunlardir:

a) Veri yonetiminin Universitenin kurumsal stratejik amag ve hedefleri ile uyumlu olmasi
saglanir.

1) Veri, Universitenin kurumsal amag ve hedefleri ile iliskilendirilir ve bu baglamda
analizleri yapilir.

2) Veri yonetimi ve yapisi fonksiyonel olarak ve kurumsal seviyelerde planlanur.

3) Veri is odakli olarak dretilir, kullanilir ve yok edilir.

b) Veri yonetimi ile Universitenin stratejik ve operasyonel karar alma siire¢ ve
yetenekleri guclendirilir.

1) Stratejik ve operasyonel kararlarin daha saglikli ve bilgiye dayali alinmasi saglanir.

2) Akademik performansin izlenmesi igin gerekli veriler toplanir, analiz edilir ve sonuglar
ile 1yilestirmeye acik alanlar raporlanir.

3) Veri yonetimi, arastirma projelerine destek saglamak ve yenilik¢i ¢ozimler gelistirmek
i¢cin kullanilabilir.

4) Egitim ve arastirma kaynaklarinin etkin bir sekilde yonetilmesi, biitce planlamasi ve
tahsisi gibi siireclerde veri kullanimi tegvik edilir.

c) Veri yonetimi veri kalite glivencesini saglayacak nitelikte yuratuldr.

1) Veri yonetim slrecinde degerlendirilen veriler, yapilandirilmis ya da yapilandirilmamis
nicel, nitel, diizenli, siirekli, ayrik ve zamansal veriler de dahil tiim veri tiirlerini kapsar.

2) Veriler standardize edilir.

3) Hatal1 ve eksik veriler giderilir.

4) Veri elemanlaria iliskin veri sozligii olusturulur.

5) Her bir veri sahiplenilir ve yonetilir.

6) Verinin bulunabilir, erisilebilir, tutarli ve yeniden kullanilabilir 6zelliklerde olmasi
saglanir.

7) Veri yasam dongisune gore verinin giincelligi korunur.

8) Universitenin gelisimine paralel olarak gerektiginde veri tabanlar1 gelistirilir ve veri
mimarisi yeniden olusturulur.

9) Verilerin yakalanmasi, depolanmasi ve muhafaza edilmesinde mikerrerlik giderilir.

10) Veri paylagimi guvenilir ve giivenli bir ortam saglanarak gergeklestirilir.

11) Son kullanicilarin verilere erisimi iyilestirilir.

12) Veri yonetiminde risk yonetimi cercevesinde gerekli is ve islemler yerine getirilir, veri
kalitesinin iyilestirilmesi i¢in belirlenen kontrol faaliyetleri uygulanir.

13) Veri alan sorumlulan tarafindan etkin bir sekilde sahiplenilmesi ve yonetilmesini
saglayacak nitelikte veri yonetisim yapis1 olusturulur.

¢) Veri mimarisi ve yonetiminde veri giivenligi ve gizliligine 6nem verilir.

1) Veriler yasal ve kurumsal dizenlemelere aykiri olarak, kasith ya da yetkisiz olarak
degistirilmeye, silinmeye, kullanima ve ifsa edilmeye kars1 korunur.

d) Kisisel verilerin islenmesi kullanilmasi ve korunmasinda veri koruma ilkeleri g6z
onunde bulundurulur.

1) Kisisel veriler, hukuka uygun bir sekilde islenir. Veri kaynaklari, verilerinin nasil
kullanilacag1 konusunda bilgilendirilir.

2) Veri sahiplerinin, verilerine erisim, diizeltme, silme, isleme itiraz1 gibi haklar1 bulunur.

3) Kisisel veriler, belirli, agik ve mesru amaglar i¢in toplanir ve bu amagclarla sinirli olarak
islenir.

4) Kisisel veriler, isleme amacina uygun stire boyunca saklanir, bu surenin sonunda silinir
veya anonimlestirilir.



e) Veriler, yetkisiz erisim, kayip veya zarar risklerine kars1 ilgili diizenlemelerle korunur.

1) Kurumsal verileri i¢eren sistemlerde meydana gelen acil durumlara veya diger hasar
olaylarina miidahale etmek i¢in veri yedekleme, veri kurtarma ve acil durum modu operasyon
prosediirlerini igerecek nitelikte acil durum planlari olusturulur.

2) Kullanicinin kurumsal verilere erisim yetkisi kullanicinin roliine bagli olarak belirli
kapsamda ve yetkili kisiler tarafindan saglanir.

3) Veri kaynaklarinin korunmast, veri ihlali, veri sizintis1 ve yetkisiz erisimlere karsi uygun
giivenlik politika ve prosediirleri gelistirilir.

4) Kurumsal veriler icerisinde hasta verilerine yer verilmez.

f) Universitenin farkli birimleri arasinda veri paylasimi kolaylastirilir.

1) Veri Universitenin bir varlig1 olarak kabul edilir ve kurumsal kaynak olarak yonetilir.

2) Veri bir galisan, birim ya da sistem tarafindan sahiplenilmez.

3) Verinin tim yetkili kullanici ve sistemler tarafindan erisilebilir halde olmasi saglanir.

4) Veri farkli sistemler veya kisiler arasinda sorunsuz bir sekilde paylasilabilir.

g) Veri yonetimi yasal ve kurumsal diizenlemelere uygunluk esasina gore yuratalur.

1) Veriler yasal ve kurumsal diizenlemelere uygun olarak kullanilir, gerektiginde raporlanir
ve uygun yontemlerle paylasilir.

2) Veri yonetisim yapisi, veri rolleri ve sorumluluklart agik bir sekilde tanimlanur.

3) Kisisel veri, hassas veri ve 6zel/gizli veriye iliskin veri yonetim faaliyetleri bu konuda
Universiteyi baglayan yasal vyiikiimliiliikler ve Universitenin kurumsal diizenlemeleri
cercevesinde yuratalir.

4) Hassas veriler ve 6zel/gizli verilerin siber glivenlik 6nlemleriyle korunmasi ve yetkisiz
kisilerin ve diger kisi/kurum/taraflarin bu verilere erisimini engelleyici diizenlemeler Bilgi
Islem Daire Baskanlig1 tarafindan yerine getirilir.

5) Kisisel verilerin ve kisisel veriler icinde yer alan 6zel nitelikli kisisel verilerin islenmesi,
silinmesi, yok edilmesi ve anonim haline getirilmesinde KVKK Kanunu, Kisisel Verilerin
Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik ve ilgili diger
mevzuat hiikiimleri uygulanir.

6) Universite personelinin Universitenin yetki ve sorumlulugu icerisinde yer almayan gizli
ve hassas bilgileri elde etme ya da erismeye ¢alismasi disiplin hiikiimlerine tabidir.

UCUNCU BOLUM
Gorev ve Sorumluluklar

Veri sahibi

MADDE 7- (1) Veri sahibi Rektordir. Universitenin kurumsal veri yonetiminin st
yoneticisi ve ayn1 zamanda Universite veri yonetiminin basidir. Veri politika ve ilkelerinin ve
veri yonetiminin uygulanmasini saglar ve veri kalitesini izler.

(2) Veri sahibinin gorev ve sorumluluklar1 sunlardir:

a) Veri yonetiminin genel strateji ve politikalarinin belirlenmesinde liderlik yapar.

b) Veri yonetim sistemlerinin kurulmasi ve mevcut altyapinin iyilestirilmesi i¢in gerekli
kaynagin saglanmasi konusunda kararlar alir.

c) Veri yonetimi icin gerekli insan kaynagimnin ve diger fiziksel ve mali kaynaklarin temin
edilmesini saglar.

¢) Gerekli gordiigiinde Veri Y0Onetim Komisyonu galismalarina bagkanlik eder.

d) Veri yonetim Kkiiltiiriinin Universitede olusturulmasi igin egitim ve farkindalik
caligmalarinin yiiriitiilmesini saglar.

e) Universitede veri giivenligi ve gizliligi konularinda yasal ve kurumsal diizenlemelere
uygun olarak faaliyetlerin yurttulmesini gozetler.



Veri Yonetim Komisyonu

MADDE 8- (1) Veri Y0Onetim Komisyonu; Rektor ya da gorevilendirilen Rektor Yardimeisi
baskanliginda, Akademik Veri Koordinatorii, idari Veri Koordinatorii, Kurumsal Veri
Koordinatorii ve Veri Koruma Yoneticisinden olusur.

(2) Veri Yonetim Komisyonu, Universitede politikalar, planlar ve prosediirler gelistirerek
Universitenin strateji ve hedefleri dogrultusunda ve yasal ve kurumsal diizenlemeler igerisinde
veri yonetiminin yiiriitilmesinden ve yapilan uygulamalarin izlenmesinden sorumludur.

(3) Komisyon, Rektoriin ya da Komisyon Baskaninin talebi iizerine belirlenen tarihte
toplanmak suretiyle ¢alismalarini yiiriitiir. Veri Yonetim Komisyonu oy ¢okluguyla karar alir.

(4) Veri Yonetim Komisyonunun gorev ve sorumluluklari sunlardir:

a) Veri yonetimi ve veri kalitesine iliskin standartlar1 olusturur.

b) Yasal ve kurumsal diizenlemeler dogrultusunda Universitede veri ydnetimi
uygulamalarini takip eder.

c) Veri yonetiminde kalitesinin saglanmasi ve siirdiiriilebilirligi ig¢in yeni politikalar ve
uygulama ilkeleri belirler.

¢) Universite ile diger kurum ve kuruluslar arasinda veri kullanimi ve paylasiminda temel
politika ve stratejileri belirler.

d) Raporlanan riskleri, risk eylem planlarini ve varsa kontrol faaliyetlerini degerlendirir ve
karara baglar.

e) Veri yonetiminin etkinligi ve verimliligi i¢in gerekli kararlari alir.

Veri Alan Yoneticisi

MADDE 9- (1) Veri Alan Yoneticisi Universitenin Rektor Yardimcist’dir. Yetki ve gorev
dagilimma bagli olarak sorumlulugu altindaki birimlerde veri yonetiminin Universitedeki veri
yonetim diizenlemelerine uygun olarak veri yoneticileri tarafindan yiiriitiillmesini saglamaktan
sorumludur.

Veri YoOneticisi

MADDE 10- (1) Universitede akademik ve idari birim amirleri Veri Y6neticisidir.

(2) Veri Yoneticisi biriminde verilerin ve veri setlerinin yonetiminin Universitedeki veri
yonetim dizenlemelerine uygun olarak yuritilmesinden sorumludur.

(3) Veri Yoneticisi birimdeki kurumsal verilerin tamhigi, gegerliligi, giivenilirligi ve
zamanliligindan nihai olarak sorumludur. Bu sorumlulugu veri sorumlular ile yerine getirir.

(4) Veri Yoneticisinin gorev ve sorumluluklari sunlardir:

a) Akademik, idari ve mali verilerin duizenli, sistematik ve tutarli bir sekilde toplanmasini
saglar.

b) Toplanan verilerin dogru, eksiksiz ve giincel olmasini temin eder.

c) Faaliyetlerde veri guvenlik ve gizlilik prosedirlerinin uygulanmasini takip eder.

¢) Veri yonetiminin yasal ve kurumsal diizenlemelere uygun sekilde ydritulmesi igin
biriminde gerekli dnlemleri alir.

d) Verilerin depolanmasi ve erisilebilirligi ile ilgili kararlar alir.

e) Veri yonetiminde diger birimler ile birimi arasindaki koordinasyonu yurutdr.

f) Veri yonetiminin veri kalite prosedirlerine uygun olarak birimde ydrdtilmesini saglar.

g) Veri sorumlusu ya da kullanicilar1 tarafindan veri tabanlarindaki verilere iligkin
sorunlari, belirlenen riskleri ve risklere iligkin kontrol faaliyetlerini Veri Yonetim
Komisyonunda goriisiilmek iizere Kurumsal Veri Koordinatorliigiine bildirir.

Akademik/Idari Veri Koordinatorii

MADDE 11- (1) Universitede Egitim-Ogretim, AR-GE, Toplumsal Katki ve
Surdurulebilirlik Koordinatorlerinin her biri Akademik Veri Koordinatorudr.

(2) Akademik Veri Koordinatorl, koordinatérliik alanina giren faaliyetlere iliskin veri
setlerini takip etmekten ve veri yonetim surecinde gerekli rehberlik ve danismanlik yapmaktan



sorumludur. Akademik Veri Koordinatorleri bu sorumluluklarin1 kendi faaliyet alanindaki
birim koordinatorleri araciligiyla yerine getirir.

(3) Idari Veri Koordinatorii Genel Sekreterdir. Bu maddenin 2 nci fikrasinda belirtilen ve
Universite idari ve destek hizmetleri kapsaminda yer alan gérevlere iliskin sorumluluklar idari
Veri Koordinatorii tarafindan icra edilir.

Kurumsal Veri Koordinatort

MADDE 12- (1) Kurumsal Veri Koordinatorii Universitenin Bilgi islem Daire Baskanidir.

(2) Universitede verilerin dogru, giivenli ve kullanilabilir olmasi icin gerekli calismalar
yurdtdr, veri yonetiminin belirlenen politika ve dizenlemelere uygun sekilde isletilmesinde veri
yonetimindeki sorumlular arasinda koordinasyonu saglar.

(3) Kurumsal Veri Koordinatoru, veri koordinatoér yardimcisi ve veri analistleri yardimiyla
caligmalarini yiiriitiir.

(4) Kurumsal Veri Koordinatorinin sorumluluklar: sunlardir:

a) Belirli veri setlerine iliskin Ust yonetim ya da Veri Y0netim Komisyonunca talep edilen
verilerle ilgili bilgi saglar.

b) Birimlerden saglanan veriler dogrultusunda verilerin birlestirilmesini ve gerektiginde
istatistiksel analizini ve raporlamasini saglar.

¢) Universitede veri yonetimi siireclerinin dogru bir sekilde islemesinde rehberlik eder.

¢) Veri kullanimina ve veri yonetimine iliskin birimler tarafindan bildirilen riskleri ve
kontrol faaliyetlerini Veri Y0Onetim Komisyonuna sunar.

d) Veri Yonetim Komisyonunca alinan ve Rektor tarafindan onaylanan Kkararlarin
birimlerce uygulanmasi igin gerekli ¢aligmalari yiiriitiir.

e) Veri tabanlarindaki verilere iliskin veri yoneticileri tarafindan bildirilen sorunlar1 Veri
Y6netim Komisyonuna sunar.

Veri Koruma Yoneticisi ve gorevlileri

MADDE 13- (1) Veri Koruma Yoneticisi ve gorevlileri sirastyla Universitenin Bilgi Islem
Daire Baskani ve Bilgi Islem Daire Baskanligi gérevlileridir.

(2) Veri Koruma Y6neticisi Universitede veri altyapisinin saglanmasi ve korunmast ile veri
sunucu giivenliginin olusturulmasindan sorumludur. Ayn1 zamanda, sistem yonetimi, yazilim
ve donanim sistem ortamini isletme ve siirdiirtilebilirligini saglama sorumluluguna sahiptir.

(3) Veri Koruma Yoneticisi ve veri koruma gorevlileri asagidaki faaliyetleri yuratar:

a) Bilgi islem sunucularindaki dijital verilerin guvenli bir sekilde saklanmasini saglar.

b) Veri giivenligi ve saklama politikasini uygular.

c) Veri tabani sunuculari, veri depolama ¢ézimleri ve ag altyapilarini yonetir.

¢) Erisim izinleri ve kullanic1 kimlik dogrulamasi i¢in gerekli politikalar uygular.

d) Verilerin giivenligini saglamak igin sifreleme, glvenlik duvarlar1 ve diger guvenlik
onlemlerini uygular.

e) Verilerin giivenli bir sekilde paylasilmasini ve transfer edilmesini saglamak igin
¢cozlmler sunar.

f) Veri giivenligi ihlallerini tespit eder ve Veri Y6netim Komisyonuna raporlar, bu konuda
gerekli dnlemleri alir.

g) Verilerin diizenli olarak yedeklenmesini ve yedeklerin giivenli bir sekilde saklanmasini
temin eder.

g) Veri kayb1 durumunda veri kurtarma sireglerini uygular. Veri giivenligi ve gizliligi
konusunda Universite personeline egitimler verilmesini saglar.

h) Veri taban1 yonetim sistemlerinin bakimini ve giincellenmesini saglar.

1) Veri erigim sistemlerinin diizgiin ¢calismasini denetler.

i) Veri yonetim sureclerinin saglikli yurdtilmesi igin yerel, ulusal ve uluslararas: yasal
diizenlemelere uygun olan altyapilari saglar.



J) Veri Yonetim Komisyonu ya da Kurumsal Veri Koordinatorliigii tarafindan ihtiyag
duyulmasi halinde buytk veri setlerinin analiz edilmesi, modelleme yapilmasi veya ileri diizey
analizlerin yapilmasini saglar.

k) Veri tabanlarina iliskin Veri Yonetim Komisyonu tarafindan belirtilen sorunlarin
giderilmesi i¢in gerekli is ve islemleri yiirttiir.

Veri sorumlusu

MADDE 14- (1) Veri sorumlusu Veri Yoneticisi tarafindan gorevlendirilen kisidir.

(2) Verilerin yasam dongusu igerisinde kullanilmasi ve yonetilmesinden sorumludur.
Verilerin toplanmasi ve korunmasinin operasyonel sorumlulugu veri sorumlularina aittir.

(3) Veri sorumlusunun gorev ve sorumluluklart sunlardir:

a) Veriyi dogru sekilde toplar, kullanir ve gerektiginde raporlar.

b) Veri yonetimi, giivenligi ve gizliligi konusunda kurallara uyar.

c) Verilerin dogrulugunu ve giivenilirligini saglamak icin gerekli énlemleri alir.

¢) Veri kullaniminda ve yoOnetiminde karsilastigi sorunlari, riskleri ve varsa kontrol
faaliyeti 6nerisini Veri Yoneticisine iletir.

Veri kullanicisi

MADDE 15- (1) Veri kullanicis1 Universite ekosistemi tyesidir. Veri kullanicisi, veri
giivenligi ve gizliligine iliskin mevcut diizenlemelere uygun olarak veriyi kullanir.

DORDUNCU BOLUM
Veri YOnetimi ve Veri Yonetiminin Diger Unsurlari

Veri yonetimi

MADDE 16- (1) Veri yonetimi; verinin tanimlanmasi, toplanmasi ve korunmasi,
depolanmasi, dogrulanmasi ve diizeltilmesi, islenmesi, analiz edilmesi ve raporlanmasi
adimlarindan olusur.

a) Verilerin tanimlanmast:

1) Verinin elde edilebilecegi kaynaklar ve bu kaynaklarda yer alan veri elemanlari tespit
edilerek verinin tanimlanmasi saglanir.

2) Verinin nicel veya nitel hangi tiirde oldugu ve diizenli, yapilandirilmig ya da
yapilandirilmamais oldugu tespit edilir.

3) Veri elemanlariin hangi bilgiyi temsil ettigi, hangi stratejik amag ve hedeflerle iliskili
oldugu belirlenir. Veri elemanlariin bu kapsamda hangi veri igerisinde yer aldigi, verilerin
hangi veri setinde bulunduguna karar verilir.

b) Verilerin toplamasi ve korunmast:

1) Veri sorumlularinca miimkiin oldugu kadar veri elemaninin ve verinin olugsma noktasi
ya da kaynagindan veri toplanir ve korunur.

2) Her bir manuel ya da dijital yolla veri toplama siirecinde verinin dogrulugu ve
giivenirligi kontrol edilerek islem yapilir.

c) Verilerin depolanmasi:

1) Verinin hangi formatta oldugu belirlenir ve nasil saklanacagi ve iletilecegi tanimlanir.
Her bir veri elemant igin veri depolama yeri, veri koruma yoneticisi ve gorevlilerince saglanir.

2) Her bir veri elemani ic¢in veri sorumlulari tarafindan resmi veri depolama
lokasyonlarinin kodlar1 tanimlanir.

3) Veri elemanlarinin adlari, formatlari ve kodlari verilerin kullanildigi tim uygulamalarla
uyumlu ve Universite veri sozIiigii ile tutarlidir.

4) Gegmis verileri saklama ve depolama igin arsivleme gereksinimleri veri sorumlulari
tarafindan her bir veri elemani i¢in tanimlanir.

¢) Verilerin dogrulanmasi ve duzeltilmesi:



1) Kurumsal verileri yakalayan ve glncel tutan bilgi yonetim sistemleri verilerin
dogrulugunu saglamak i¢in diizeltme ve dogrulama islemini igerir.

2) Verilerin yetkisiz bir girisimle degistirilmedigi ya da silinmedigi, bir lokasyondan diger
lokasyona iletildiginde wverilerin niteliginin degigsmedigini dogrulayan mekanizmalar
uygulamaya konulur.

3) Hatali verilerin yazili olarak tespit edilmesi ya da bildirilmesi Gzerine, mimkin olan en
kisa siirede su diizeltici 6nlemler alinir: Verilerin hata nedenini diizeltme, verileri resmi
depolama yerinde diizeltme, hatal1 verilere ulasan ya da elde eden kullanicilari uyarma.

d) Verilerin islenmesi, analiz edilmesi ve raporlanmasi:

1) Veriler yonetim bilgi sistemlerinde, veri kaynagindan dogrudan ya da yetkili kisiler
tarafindan sisteme giris yapilarak elde edilir.

2) Verilerde eksik unsurlar giderilir, tutarsizliklar diizeltilir ve hatalar temizlenir.

3) Veriler belirli bir formata uygun hale getirilir.

4) Veriler kaynagindan ¢ikarilarak sayisal verilere veya gereken nitelige dontistiiriiliir.

5) Islenen veriler cesitli analiz yontemlerine tabi tutulur.

6) Elde edilen analiz sonuglart anlasilir sekilde sunulur.

7) Analiz sonuglari veri gorsellestirmeleri ile raporlara doniistiiriiliir.

8) Kurumsal veri tabanindan elde edilen tiim veriler ve tiim raporlamalar verinin elde
edildigi zamanu igerir.

9) Veri koruma ve yoneticileri tarafindan bilgi yonetim sistemlerinin birimi ilgilendiren
veri setleri i¢in veri sorumlularinca veri yoneticilerine, veri yoneticileri tarafindan veri alan
yoneticilerine ve veri alan yoneticileri tarafindan veri sahibine gercek zamanli gorsel raporlarin
sunulmasina olanak saglayici ¢éziimler gelistirilir.

e) Verilere erisim:

1) Kurumsal veri tabaninda bulunan verileri gériintiilleme ya da sorgulama izni giivenlik
ve gizlilik kurallar ve ilgili yasal diizenlemelere uygun sekilde veri kullanicilarina saglanir.

2) Veri tanimlama siirecinin bir pargasi olarak, veri yoneticileri her bir veri unsurunu
kamuya acik, kisisel, ozel nitelikli kisisel, ©Ozel/gizli ya da hassas verilerden olusan
kategorilerden birine gore tasnif eder.

3) Kamusal veriler giris siirlamasinin olmadigi, kamuya agik olabilecek kurumsal veri
unsurlardir.

4) Universite calisanlar1 yalmzca kendi resmi iiniversite gorevlerinin performansi igin
gerekli oldugunda 6zel/gizli verilere erismelidir.

5) Gerekli oldugunda, veri yoneticileri bazi veri unsurlarini, veri elemanlarini hassas
olarak nitelendirebilir. Hassas veriler veri kullanicilarinin erisimden 6nce 6zel yetki alinmasi
gereken veya yalnizca sinirlt bir erisime izin verilen verileri igerir.

6) Verilerin paylasilmas, gizlilik ve glivenlik politika ve ilkelerine uygun olarak icra edilir.

f) Verilerin dokiimante edilmesi:

1) Veri unsurlari tanimlanan veriler kaydedilir.

2) Veri dokimantasyonunda veri unsurlariin asagidaki 6zellikleri belirtilmelidir:

- Ismi,

- Kisa tanimi,

- Veri sorumlusu,

- Nerede kullanildigi,

- Guncelleme sikligi,

- Veri toplama kaynaklari,

- Veri koruma kaynaklari,

- Resmi veri depolama yeri ve formati,

- Hassas, 6zel/gizli, kamusal ya da ag¢ik olarak diizenleme,

- Hassas veri elemanlari: sinirlama tanimi/siniflandirmasi,



- Dogrulama kriterlerinin ya da dizeltme kontrollerinin tanima,

- izin verilen kodlarin tanimi, anlami ve lokasyonu,

- Kurallara ve givenlik gereksinimlerine erisim,

- Arsivleme gereksinimleri.

3) Belgeye doniistiiriilen verilerin saklanmasinda, Yiiksekdgretim Ust Kuruluslari ve
Yiiksekogretim Kurumlarit Saklama Siireli Standart Dosya Plan1 ve Devlet Arsiv Hizmetleri
Hakkinda Yo6netmelik hiikiimleri uygulanir.

4) Veri unsurlar1 veri sorumlular tarafindan gerektiginde kurumsal veri tabanlarindan elde
edilir ve belgelendirilir.

g) Kullanici destegi:

1) Veri sorumlulart sorumlu olduklar1 veri seti ya da verilerin kullaniminda veri
kullanicilarina ve veri girislerinde diger veri giris sorumlularina danigmanlik saglamalidir.
Ayrica ilgili verilerin yorumlanmasi ve anlasilmasi i¢in destek olmalidir. Bu konuda veri
yoneticileri tarafindan veri sorumlulariin egitim ve farkindalik faaliyetleri desteklenir.

2) Veri tabanlarmin kullaniminda, verilerin uygun gorsel araglarla sunulmasinda veri
yoneticileri ve veri sorumlular: igin Bilgi islem Daire Baskanlig: tarafindan rehberlik saglanir.

3) Veri sorumlular1 erigtikleri veriler kapsaminda veri yoOnetimine iliskin ilgili
diizenlemeleri takip etmek ve uygulamak sorumlulugu altindadir.

g) Sistem yonetimi:

1) Kurumsal veriler, esas olarak biitiinlestirilmis tek bir bilgi sistemi i¢inde tutulur.

2) Yalmzca bilgisayar donanimlarinm Universitenin genel bilgi sisteminin unsurlartyla
tamamen entegre olmasi durumunda kurumsal veriler ¢ok sayida farkli bilgisayar
donanimlarinda ya da sistemde depolanabilir.

3) Kurumsal verilerin Universitenin bilgi sisteminde tek bir lokasyonda tutulmasi
durumunda fiziksel site giivenligi, giivenlik yonetimi ve yetkilendirme sistemleri yedekleme,
kurtarma ve sistem yeniden baslatma prosediirleri, veri arsivleme, kapasite planlama ve
performans denetimi gibi bilgi giivenligi sorumluluklari sistem yoneticilerine atanir.

h) Veri giivenligi ve felaket kurtarma/is stirekliligi:

1) Kurumsal veri tabaninin kisitli béliimlerine girigsime sahip olan tiim veri kullanicilart
kendilerine saglanan erisim diizeylerini ve erisim sagladiklar1 verilerin gizliligini koruyacagina
iliskin sorumluluk altindadir.

2) Veri giivenliginin uygulanmasinda Ardahan Universitesi Bilgi Giivenligi Yo6netim
Sistemi Politika prosediirleri uygulanir.

3) Veriye erisimi saglayan bilgi sistemleri spesifik olarak bir kullanici ya da birimi
belirleyebilme ve erisime izin vermeden oOnce bazi durumlarda kimlikleri dogrulama
ozelliklerini saglamalidir.

4) Kendisine bagvuruldugunda, hassas bilgileri iceren bilgi sistemleri sistem faaliyetleri ve
veri erisim incelemelerini desteklemede giinliik bazli islevli olarak erisim ve faaliyetleri
gosterebilmelidir.

5) Depolanir olup olmadigina bakilmaksizin tiim veriler ayni seviyede koruma altinda
olmali, hassas veriler sifrelenmelidir.

BESINCIi BOLUM
Kurumsal Veri Risk Ydnetimi

Kurumsal veri risk yonetimi surecleri

MADDE 17- (1) Kurumsal veri yonetiminde risk yonetimi, veri ile ilgili risklerin
belirlenmesi; riske karst cevap verilmesi ve iyilestirme planlarinin belirlenmesi;
degerlendirilmesi ve izlenmesi stireclerini kapsar.



(2) Kurumsal veri risk yénetiminde yurutilecek faaliyetler sunlardir:

a) Veri kayb, yetkisiz erisim, veri sizintist ve sistem arizalari gibi konularda ve giinliik
faaliyetlerde karsilasilan, yasal ve/veya kurumsal duzenlemelere uygun olmayan ya da
potansiyel riskler tanimlanir. Ayni zamanda veri yonetim siireglerinde mevcut zayifliklar ve
eksiklikler belirlenir.

b) Tanimlanan risklerin olasiliklar: ve etkileri degerlendirilerek risk skoru hesaplanir.

c) Risk istah1 gcercevesinde ilgili riske karsilik verilecek riske cevap verme yontemlerinden
biri uygulanir.

1) Riskten kac¢inma: Belirli risklerin etkisini minimize etmek icin streclerin degistirilmesi
veya veri kaynaklarinin azaltilmasi, riske dayanak faaliyeti yerine getirmeme,

2) Riskin etkisini azaltmak icin basta sifreleme, erisim kontrolleri gibi glvenlik 6nlemleri
ve diger onlemleri, riski azaltma,

3) Riskin baska bir kuruma/tarafa devredilmesi, riskin transfer edilmesi,

4) Diisiik etkili ya da etkisi sinirli riskler kabul etme, riskin kabul edilmesi.

¢) Riskler sirekli izlenerek, iyilestirme faaliyetlerinin etkinligi dizenli olarak gozden
gecirilir ve gerektiginde degisiklikler yapilir.

ALTINCI BOLUM
Cesitli ve Son Hukiamler

HUkUm bulunmayan haller

MADDE 18- (1) Bu Yonergede hukiim bulunmayan hallerde, ilgili mevzuat hiukimleri
uygulanir.

Yururluk

MADDE 19- (1) Bu Yonerge, Universite Senatosu tarafindan kabul edildigi tarihte
yurtrlige girer.

Yurdtme

MADDE 20- (1) Bu Yonerge hiikiimlerini Ardahan Universitesi Rektor( yir(tir.
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Ek-1: Veri Yonetim Rolleri ve Veri Seti Matrisi

Veri Alani

Veri Alan Yoneticisi

Akademik/idari Veri Koordinatori

Veri Yoneticisi

Veri Sorumlusu

Veri Kullanicisi

Egitim ve Ogretim

Tgili Rektdr Yardimeisi

Egitim ve Ogretim Koordinatorii

Dekan
Enstitl Mudurt
YO Mudira
MYO Muduri
Dis iliskiler Koordinatorii
Kariyer Merkezi Koordinatori
Ortak Dersler Bélim( Bagskan1
Pedagojik Formasyon Egitimi Koordinatori
TOMER Mudiirii
Uluslararas1 Ogrenci Birimi Koordinat6ri
UZEM Mudiru
Ogrenci Isleri Daire Baskam
Personel Daire Baskani
Saglik Kultur ve Spor Daire Baskani

Bolim/Birim Egitim
ve Ogretim
Koordinat6ri
Sube Mdri
Yetkili Personel

Ogretim Elemani
Personel
Ogrenci

Dis Paydas
Ilgili Diger Kisi, Kurum

Dekan
Enstitli Midara Ogretim Elemant
YO Midirii Bolum/Birim AR-GE &
Arastirma ve Gelisti lgili Rektdr Yard AR-GE Koordinatori MYO Mildlrii Koordinatorl ?)?“rsggg
rastirma ve Lelishrme - Hgt ardimetst MERLAB Miidiirii BAP Sube Miidiiril e
A f Dis Paydas
Koordinatorii Yetkili Personel

Kiittiphane ve Dokiimantasyon Daire Bagkani
Doner Sermaye Isletme Miidiirii

Ilgili Diger Kisi, Kurum

Toplumsal Katki

Ilgili Rektdr Yardimeisi

Ofis Koordinatori

Dekan
Enstitd Madura
YO Muduri

MYO Miudiri

TOMER Miidiirii

Uygulama Arastirma Merkezi Mudiri
SEM Midr
Saglik Kultir Spor Daire Bagkani
Ogrenci Isleri Daire Bagkan

Bolim/Birim
Toplumsal Katki
Koordinatori
Sube Mdri
Yetkili Personel

Ogretim Elemani,
Personel, Ogrenci,
Gonallg,
Stajyer,

Ziyaretci,
Dis Paydas,
Ilgili Diger Kisi, Kurum

Liderlik, Yonetisim ve
Kalite

Ilgili Rektdr Yardimeisi

Kalite Koordinatori
Genel Sekreter

Dekan
Enstitli Mudurt
YO Mudira
MYO Muduru
Uygulama ve Arastirma Merkezi Mudiri
Koordinator
I¢ Denetim Birim Baskant
Genel Sekreter
Daire Bagkani
Hukuk Miisaviri
Déner Sermaye Isletme Miidiirii
Diger Akademik ve idari Birim Yoneticisi

Birim/Bélim Kalite
Koordinatort
Birim/Bolim

Sirdarilebilirlik
Koordinatorii
Sube Mudri

Yetkili Personel

Ogretim Elemant,
Personel, Ogrenci,
Dis Paydas,

Tgili Diger Kisi, Kurum
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Ek-2: Veri Ydnetim Rolleri ve Sorumluluklar

analiz raporlari
talep edildiginde

Veri Sahibi Veri Komisyonu V?n A.I?"! Veri Yoneticisi Akademlk./lda..rl..ve“ Kurum_sal Ve” VerlﬂKor_ur_na Veri Sorumlusu
Yoneticisi Koordinatori Koordinatérii Gorevlisi
Veri Koruma
Veri giivenligi
Stratejik i . Koordinasyon Veri tabani igletme Veri Girisi
karar alma R . Gozden gegirme Gozde_n gegirme Gozden Gegirme ve uygulama Veri Toplama
o Onaylama Gobzden gegirme . Takip etme P S . .
- Politika ve ] - s Takip etme Iyilestirme Veri Bilgi sistemleri Veri Kullanma
Temel sorumlulugu y . | Gozden Gegirme lyilestirme Kullanma - oo .
diizenlemeleri P - Kullanma Analiz etme ve Bilgi Veri Saklama
Iyilestirme Takip etme Raporlama S .
onaylama Raporlama Esiti Raporlama Teknolojileri Veri Raporlama
LD gitim o o .
Gozetim Egitim _saglama Veri Belgeleme
lyilestirme
Egitim
. Veri Sahibi . i
Kor:1/i§n0nu Veri Alan Ve\réelgoiaiglbc:nu Veri Sahibi Veri Sahibi
1Sy yoneticisi I romisyon Veri Alan Yoneticisi Veri Komisyonu f .
Veri Alan - - Veri Yoneticisi - - - TS - Veri Komisyonu
Lo Akademik Veri - - Akademik Veri Veri Alan Yoneticisi Veri Alan . PR
Yoneticisi koordinatori Akademik Veri K e s i oL Veri Alan Yoneticisi T
Temel s birligi Kurumsal oordinatori ) Koordinatorii oordinatori ) Veri Yonet|C|s_| Y_ongt|0|_5|_ ) Veri Yéoneticisi Ver_l Yoneticisi
. Kurumsal Veri . Kurumsal Veri Kurumsal Veri Veri Yoneticisi . Veri Kullanicist
Veri koordinatori Kurumsal Veri dinatori dinatori . Kurumsal Veri
Koordinatori qor“mat_O(u - Koordinatori Koo_r natoru Koordinatord Ver.'. Ko_rqma Koordinatori
Veri Koruma Veri Yonetlcnerl Veri Koruma Veri Sorumlusu \_(onetICISI Veri Sorumlusu
v neticisi Veri Koruma Véneticisi Veri Sorumlusu
Yoneticisi
R;;:;gﬁﬂ;:;?' Konf/c;l:adralg:iklerl Konsolide risk ve Birim riskleri vénetme Konsolide risk ve Veri giivenlik ve
. T o Y kontrol . Y ' Riski ve skorunu kontrol koruma risklerini Riski ve skorunu
Risk Yonetimi Gorevi ve politikalar Planlarini . . risk ve kontrol - e~ . - - - I~
. faaliyetlerini . - belirleme, bildirme faaliyetlerini belirleme ve belirleme, bildirme
onaylama ve onaylama, revize 52d h faaliyetlerini raporlama | Snet
gozetim etme gozden gecirme raporlama yonetme
E-posta,
Toplantilar, Toplantilar, Top !antﬂar, Guvenlik ve ihlal E-posta,
Raporlar, Veri tabani PR
ML Sunumlar bildirimleri, Raporlar,
. Veri yonetim - raporlari, . S
Veri Raporlama araglari L Veri tabani raporlari, Acil durum raporlar Veri yonetim
yazilimlar Uzerinden E-posta, - L
g h E-posta, - Yazilim ve sistem yazilimlar1 Uizerinden
bilgilendirmeler, Analiz 1 Analiz raporlan, incellemeleri bilgilendirmeler
Sunumlar raporian Sunumlar g 9
hakkinda duyurular
Altr avik ve Haftalik, aylik Gc Haftalik, aylik ii¢ Haftalik, aylik ii¢ Haftalik, Aylik, 0¢ Haftalik, aylik, Uc Haftalik, aylik, ti
Veri Raporlama Siklig YL aylik veya aylik, proje bazl veya aylik, proje bazli veya aylik, proje bazli aylik, proje bazli aylik, proje bazli veya
gerektiginde o i . S . .
gerektiginde gerektiginde gerektiginde gerektiginde veya veya gerektiginde gerektiginde




